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ABSTRACT 

 

The rapid increase in active satellites, particularly in low Earth orbit, has led to a surge in conjunction events between 

operational spacecraft. This paper explores the emerging concept of Space Traffic Coordination (STC) platforms and 

proposes a vision for a distributed network of interoperable STC systems. Different existing and upcoming platforms 

are introduced, as well as features that are incorporated in some of them, like in-platform chat, automatic assignment 

of actions based on industry practices and coordination with non-members of the STC platform, all available in 

OKAPI:Astrolabe. 

 

This last point introduces the complexities of handling coordination with spacecraft operators that are not part of a 

given system, as well as how to ensure that information is secure, confidential and coming from the appropriate 

conjunction partner. Therefore, challenges arising from this are discussed, based on the idea of identity verification 

for spacecraft operators, and various governance models for such a network are presented, ranging from centralized 

to decentralized approaches. 

 

The paper examines the pros and cons of different identity verification methods, including platform-specific 

verification, external identity providers, and decentralized "friend of a friend" models. It also considers the 

implications of various network governance structures, such as consensus-based approval and champion-based 

systems. 

 

Drawing parallels with existing technologies like blockchain and decentralized social media protocols, the authors 

suggest potential technical solutions for implementing a distributed STC network. The paper aims to initiate a dialogue 

among stakeholders in the space traffic management community to develop a common vision for coordinated space 

traffic operations. 

 

The authors conclude by emphasizing the benefits of a distributed network in preserving autonomy, fostering 

innovation, and maintaining transparent data-sharing practices. They call for further research and community 

engagement to refine these concepts and work towards a prototype implementation based on existing STC platforms. 

 

 

1. INTRODUCTION 

 

Since the 1950s, artificial objects around Earth have been increasing their numbers steadily. However, since the early 

2010’s, the growth rate has been significantly greater due to the rapid commercialization of space. This has been the 

focus of multiple studies that have tried to capture different future scenarios of the debris environment around Earth, 

concluding that over-excessive traffic in frequently used orbits will render spaceflight to become close-to-impossible 

over the coming decades ([1]; [2]). Most of these studies were done considering a lower launch rate than the observed 

in the last years, so their results might be conservative with respect to reality. To mitigate the possibility of rendering 

used orbits unusable, different applicable laws and industry standards have been developed, setting in place 

requirements to operators of satellites (i.e. [3]) under the jurisdiction of a law or applicable standard (i.e. [4]) and to 

enable safe and sustainable use of space. Common to all operational requirements, is the mitigation of collision risk 

and thus the ability to perform collision avoidance (COLA). 
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Figure 1. Overview of the evolution of active objects over time (red), as well as the number of launches and launched payloads per year. Data 

from space-track.org [5]. 

In the past, most conjunction events were against space debris (inactive objects). However, with the latest trends, close 

approaches between active satellites are becoming the new norm in the congested low Earth orbits (LEO), particularly 

between altitudes of 500 km to 550 km (see Figure 1). While for space debris it is possible, under the consideration 

of more or less known uncertainties, to propagate the determined trajectory using only physical models, active 

satellites might perform maneuvers, which depending on the orbit, mission constraints and satellite capabilities, might 

be quite frequent. As such, propagation of orbits based only on past observations for active satellites will lead to less 

trustworthy data and collision warnings. Only the spacecraft operators can know what the upcoming trajectory might 

be due to their insider perspective. 

 

Therefore, to build more transparency, it is becoming more and more standard practice to share operational data more 

actively between satellite operators, including maneuvers as foreseen by the operations schedule. This improves the 

accuracy of the predicted trajectory of the satellites, leading to a more accurate detection and risk assessment of 

conjunctions. In geostationary orbits (GEO), this has been coordinated by the Space Data Association for almost 15 

years, covering about 50% of the satellites operated in GEO but also including satellites in LEO. In LEO itself, it is 

getting more common to share the operator’s own ephemeris via space-track or other public sources, but this is mostly 

done by operators of large constellations. Consequently, in this paper, transparency (i.e. data sharing of ephemerides 

and maneuvers) is considered one of the cornerstones to increase the safety of operators’ assets as it allows us to make 

more accurate collision risk assessments. Nevertheless, in case operators are facing a critical conjunction, it becomes 

paramount that both operators coordinate the close approach event among each other to avoid (a) the loss of their 

assets and (b) the generation of space debris. Hereby, coordination is understood as who must act in what ways to 

mitigate the risk of a potentially critical conjunction. Therefore, coordination is considered as the second cornerstone 

which is built on top of data sharing as a necessary baseline. 
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Figure 2. Conjunction events classified by secondary object for representative targets over 2022. Adapted from [7]. 

To the current date, no generally agreed-upon rules or guidelines for such a coordination exist, which is why there are 

currently two basic coordination procedures that are used in operations: 

- Case-by-case: If a close approach is detected, satellite operators reach out to each other and decide case-by-

case, who must act and how. Some tools exist to support these activities, but generally, every combination of 

satellite operators might lead to different results. 

- Assumed responsibility: A special case is Starlink, which assumes general responsibility for themselves for all 

conjunctions that are detected for their satellites [5]. For most cases, this assumption is implicit; between NASA 

and Starlink though, a specific agreement exists through which Starlink takes the responsibility to undertake 

all required collision risk mitigation measures for close approaches involving Starlink and NASA spacecraft 

[7]. Other operators might have similar agreements in place but have not been released to the public. 

 

There have been proposals describing possible parameters that could define these guidelines for who should be 

assigned the responsibility to act, e.g., perform a collision avoidance maneuver (CAM). From the academic world 

[8][19] some studies have been done considering parameters like owner’s type of entity (institutional, defense, 

commercial, scientific), or age of the spacecraft. Frandsen [8], for example, points at the advantages of following this 

approach. 

 

On the commercial side, the Space Safety Coalition [9], an industrial conglomerate, has proposed simple set of rules 

based on maneuverability levels: non-maneuverable, minimally maneuverable, maneuverable, automatic COLA, 

crewed (see Table 1). These basic rulesets have been suggested as best practices for sustainable space operations.  

Table 1. Rules of the road proposed by the Space Safety coalition [9]. 

 Non-Maneuverable Minimally 

Maneuverable 

Maneuverable Automated Cola Crewed 

Non-

Maneuverable 

N/A Minimally moves Maneuverable 

moves 

Automated COLA 

moves 

Crewed moves 

Minimally 

Maneuverable 

 Satellite moving 

into orbit yields 

satellites in their 

mission orbit. 

Otherwise, bilateral. 

Maneuverable 

moves 

Automated COLA 

moves 

Crewed moves 
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Maneuverable   Satellite moving into 

orbit yields satellites 

in their mission 

orbit. Otherwise, 

bilateral. 

Automated COLA 

moves 

Crewed moves 

Automated Cola    Pre-coordinated 

agreement 

Crewed moves 

Crewed     Bi-lateral 

agreement 

 

 

In any case, generally applicable “rules of the road” also come with one big disadvantage: there is no international 

body that is in the position to make these generally applicable, neither de jure nor de facto; even more so, there are no 

means available to go even further and enforce the adherence to such rule or even consider sanctions in the case of 

disregard. In other words, none of these proposed guidelines or suggested “rules of the road” have been translated to 

legal means, and therefore, are not enforceable in any way. 

 

On top of that, not all cases can be covered using basic rule sets. Still, there is a high intrinsic motivation for satellite 

operators to reduce their on-orbit collision risk while keeping the associated transaction cost minimal. The example 

of Starlink additionally shows that the cost of performing avoidance measures in modern satellite operations might be 

lower compared to the cost associated with an uncertain process to handle risks. 

 

But before the assignment of who maneuvers, operators need to reach out to their conjunction partner to create a 

channel of communications. This first step is easy to avoid when both operators are registered in a space traffic 

coordination (SCP) platform that eases this process, since such a platform would perform some sort of verification on 

the operator on the other end of the communications channel. But what happens when the operator is not available on 

the platform? What happens when there are multiple SCP platforms? 

 

With this paper, the authors want to bring this issue to the attention of different stakeholders and create a discussion 

on how this issue could be resolved. It starts with an overview of what the authors understand as a space traffic 

coordination platform and some current examples are presented in Section 2. Secondly, the topic of identify 

verification, focused on spacecraft operators is introduced. In Section 4, a comparison of different distributed 

architectures for a network of space traffic coordination platforms is collected. Finally, possible next steps and final 

words conclude the paper. 

 

2. SPACE TRAFFIC COORDINATION (STC) PLATFORMS 

 

With the purpose of supporting both aforementioned cornerstones —data sharing and coordination—, special space 

traffic management software platforms have been introduced by either institutional or commercial actors to satellite 

operators. These will be referred to as Space Traffic Coordination (STC) platforms. Their main offering usually 

comprises: 

- The owner/operator (O/O) gets an overview of upcoming conjunction events, so they can be considered in their 

operational planning. 

- Up-to-date information of the conjunction event is compiled in a single location when published, possibly from 

different sources. 

- Both satellite operators get a common understanding of the situation by using a single origin of truth based on 

an external provider, that provides both secure storage and verified dynamical models. 

- Onboard operators have been pre-screened and verified by the service provider. 

- Contact details of the onboarded operators have been compiled and made available for other operators. 

- Optionally, a more direct and more responsive communication channel is available on the platform. 

- Optionally, a support team is available for inquiries by both operations teams. 

 

Therefore, space traffic coordination would cover the activities from the realm of information harmonizing, data 

sharing and collaborative planning of space activities. 
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One of the key aspects to consider here is that these platforms are more relevant the more operators have registered. 

Otherwise, operators would need to revert to traditional ways to coordinate, in the best case. In the worst case, they 

would not coordinate and act without considering their conjunction partner actions. Thus, one of these platforms is 

more attractive the more operators of one’s operator vicinity can be contacted. In information technology, this is called 

the “network effect”: a user-based platform is as valuable as its user-base [11]. 

 

However, not only satellite operators would benefit from being part of such a system. There are more interested parties 

apart from the entities commanding spacecraft in the orbital environment. For example, launch providers, as 

organizations that put spacecraft in orbit, have similar needs of coordination with other maneuvering objects in space. 

Regulators, governmental and other institutional organizations, like space agencies, would also be part of the platform 

as observers, in case they do not operate spacecraft. Finally, SSA data providers (commercial or not) could use the 

data shared in the STCP to better monitor the space object population. 

 

Traditionally, government and institutional have taken the lead in providing SSA information while moving to the 

STM domain. Space-Track [12], currently managed by 18th Space Defense Squadron (SDS) of the USA, has been the 

go-to source of TLEs and more precise ephemerides due to their large sensor network, composed mainly by radar and 

optical sensors.  

 

At the same time, a new effort has been put due to the transfer of responsibilities from the DoD to the DoC (through 

the Office of Space Commerce, OSC) to provide basic SSA services to space operators for spaceflight safety, by 

blending government and commercial data. This new system has received the name of Traffic Coordination System 

for Space (TraCSS) [13]. The vision for this system is not to be the unique reference, but a national hub that could 

interact within a coordinated system of SSA providers. 

 

In this regard, the European Union has been pursuing their own system for SSA based on the interests of the different 

member states, EUSST [14]. It has its own SST sensor network and wants to achieve high autonomy with respect to 

the US counterpart. In their roadmap, they want to “enable higher coordination among space operators”.  

 

Both EUSST and the OSC have made an exercise recently [15] to see what the benefits would be of exchanging data 

and fusing it on a regular basis. The first results of the experiment conclude that both databases have proven to be 

more accurate and robust than the individual datasets, at least for the selected satellites involved in the campaign. 

 

In a similar fashion, but with a different focus, the Space Data Association [16] has also been doing some exploratory 

work on coordination by aggregating operator ephemerides to try to find a common “truth” of the space environment. 

These activities have been done with 15 GEO operators that have submitted their operational ephemerides and their 

maneuver plans. One of the main conclusions is that the accuracy and precision varies a lot between operators, as well 

as the capabilities to generate them for SSA purposes, since most ephemerides were missing covariance information. 

This highlights the need to have a system in the middle that can fuse the different sources to get the most accurate and 

timely representation of the space object population. 

 

On the commercial side, one of these platforms is OKAPI:Astrolabe, developed by OKAPI:Orbits as part of the ESA-

funded CASCADE project and whose initial version was released in January 2024 [17][18]. OKAPI:Astrolabe has 

put its focus on satellite operators and their needs during conjunction events, allowing them to directly communicate 

with each other to coordinate the conjunction event and thus avoid a critical close encounter. For this purpose, various 

features have been implemented, such as chat functionality, actions ticketing system, timeline overviews and a 

collision avoidance process. Furthermore, it allows uploading both tentative and operational ephemerides, including 

maneuver plans, so all parties have the same understanding of the situation. 

 

With the goal of bringing automation to space traffic coordination, OKAPI:Astrolabe includes a rule engine that can 

assign the action (if needed) to one of the satellite operators involved in the conjunction based on pre-established 

agreements. These agreements, or coordination assignment protocols are based on the introduced concept of rules of 

the road [19]. OKAPI:Astrolabe considers three kinds of protocols: 

- Baseline protocols: generally applicable and based on industry standards and guidelines. Currently, SSC 

suggested ones have been included (see Table 2). 
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- Global protocols: user-defined and suggested action plans on the side of one operator with all their vicinity. 

An example of this is Starlink, that has stated that will always maneuver, should the conjunction parameters 

reach their actionability thresholds. They can be understood as multilateral agreements. 

- Bilateral protocols: user-defined and designed to translate formal and informal agreements between two 

operators that have recurrent conjunctions between their fleets. 

 

With a set of hierarchy management of these rules and subsequent evaluations, the rule engine that evaluates the 

different protocols available in OKAPI:Astrolabe allows automatic handling and coordination of recurrent conjunction 

events, which is particularly interesting for fleet operators who must assess several thousands of conjunction warnings 

per day. Operators can declare adherence to baseline and globally published protocols, while being able to define their 

own from scratch. 

 

Table 2. Translation of the Space Safety Coalition suggested Rules of the Road [9] into OKAPI:Astrolabe coordination assignment protocols. 

Trigger Conditions Assignment 

Sat1 and Sat 2 maneuverability not equal. Satellite with highest maneuverability is assigned. 

Sat1 and Sat2 maneuverability are the same, and one is 

not in its nominal orbit. 

Satellite not in the nominal orbit is assigned. 

 

Already several platforms are available to perform space traffic coordination, but these platforms are walled gardens. 

They do not allow communications outside of them, and therefore operators need to be registered in several to be able 

to communicate with each userbase. At the same time, each platform needs to verify that the operator being registered 

is who it claims to be, adding a burden on both the operator (who needs to verify in each platform) and the platform.  

 

Moving forward, STC platforms would need to find a way to interoperate with each other, in a way that makes sense 

and reduces the burden of identity verification, data sharing and communication gaps. This is aligned with the vision 

expressed for TraCSS by the US Office of Space Commerce [20]. 

 

 

3. IDENTITY VERIFICATION 

 

Before knowing which operator involved in the close approach would be the one that needs to maneuver, the operators 

need to establish a communications channel with each other. For this, space traffic coordination platforms might 

provide contact details that have already been compiled and made available from proactive satellite operators that 

have submitted their own information. But these contact details need to be verified in two senses: that the contact 

details are the appropriate ones, and that they have been submitted by the real organization. A second step would be 

that the entities provide reliable and actionable data, be it ephemerides, maneuver plans or results of orbit 

determination from sensor measurements. 

 

Identity verification or proofing is the process of confirming that the entities involved in the transaction are who they 

claim to be [21]. This is crucial to ensure the integrity, security, and trustworthiness of the data being exchanged. 

Identity verification helps prevent fraud, unauthorized access, and data breaches by ensuring that only legitimate 

parties can access or transmit sensitive information. 
 

A typical identity verification process is legal entity verification before signing a contract. This involves checking the 

organization's legal name, registration number, address and other identifying information against governmental or 

commercial business registers. It also involves personal identity verification with government issued ID or cross-

referencing official records for parties that act in behave of the organization entity.  

 

Commercial STC platform providers will perform identity verification for their customers for signing the contract. 

This process is slow and expensive. Organizations either need to have dedicated legal departments or pay external 

companies to perform legal verification for them. As part of the contract negotiation and signing, this process might 

not be significant compared the whole, but when coming to conjunction coordination event there is no time or 

resources available for it to be a viable option. 
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Additional challenges come when your business partners are outside of your region, language or culture zone. 

Verification becomes ever more complex due to language barriers, cultural differences or local regulations and 

politics. For example, coordination between operators from Brazil and China will have problems with contact 

discoverability and language communication. It might be easier between operators, for example, that have 

headquarters in the US and the UK. 

 

In a world where multiple STC platforms coexist, part of the operators might have been already verified by a STC 

provider, and they will not go via same the complex process with a different STC platform where the conjunction 

partner operator is registered.  

 

Going forward, faster and cheaper verification processes, eliminating redundant verification, are needed. Though 

verification should be time limited, forced to be renewed like contracts.  

 

One option would be to re-use trust established by STC platform and its customer, by creating trusts between STC 

platforms. This allows operators to register with one STC platform to coordinate cases with any operators registered 

within STC network. It lifts off the burden of operators having to be verified with each platform. This forces STC 

platforms to create automated interfaces that verify and trust data coming for the STC network for coordination cases. 

A diagram displaying this concept is showing in Figure 3. 

 

Figure 3. Diagram portraying how trust between different STC platforms could be established. 

Pros:  

- Reusing existing verification procedures established by STC platforms for contract signing 

- Operators needs to go through identity verification process only once 

- Any registered operators will be able immediately to coordinate cases with any registered operator in the 

network 

Cons:  

- Operators must have a contract with an STC platform 

- STC platforms would need to create secure communication channels for data exchange 

- STC platforms would need to verify each other  

- Still may create siloes STC networks in different world regions / political areas  

 

Another option is to de-couple identity verification from STC platforms. An external identity provider (IdP) or 

providers could perform verification of the operator and then the STC platforms would trust any identities provided 

by the IdP(s), as shown in Figure 4. This system is what is being followed when safely browsing the internet. Trust is 

created between user web browsers and web servers to create secure communications and verify the parties involved. 

The verification is performed by third parties called Certificate Authorities (CA) that verify and approve the 

certificates for web servers. Web browsers keep the list of trusted CAs and trust all certificates created by them.  
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Figure 4. Diagram showing externalization of operator identity verification in a STC network. 

Pros:  

- Having trusted IdP would allow operators to login and share data with any STC platforms that trusts this IdP 

- This even allows directly to exchange data between operators in a secure way with or without STC platforms 

in the middle  

- This model is proven and already implemented  

Cons:  

- Additional organizations need to exist, or an existing organization needs to take these responsibilities  

- Additional costs will need to be assumed to maintain the Identity Provider 

 

Both internal and external verification need someone performing a process to assess that the information provided is 

coming from the right operator. At the same time, a process to verify that the data the candidate to enter the network 

would upload would need to be assessed, to prevent polluted data. Adherence to common standards, practices and 

quality levels could be added to this process. In the end, IdPs could act as gatekeepers to the STC network.  

 

4. GOVERNANCE MODELS FOR A DISTRIBUTED NETWORK OF STC PLATFORMS 

 

In a world where a diverse set of STC platforms coexist, with different kinds of owners and purposes, a network of 

interoperable STC platforms might surge. In this section, we propose different governance models for a distributed 

network of STC platforms. 

 

A distributed network of STC platforms might contain different actors in it, each of them with different interests and 

with their own platform that might have a different set of features, the main feature being to be able to put in contact 

spacecraft operators during conjunction events, as a minimum. 

 

As mentioned before, other platforms might include ways to automatize the assignment of cases, based on rules of the 

road, like OKAPI:Astrolabe, while others might focus on compiling and generating precise ephemerides to find these 

close approaches, like Space-Track or EUSST. Others might focus on keeping track of spacecraft status, ownership 

and contact details for everyone else to use. 

 

Each SCP platform might be owned by different entities: commercial companies, non-profit organizations, civil 

institutions, a large constellation operator, space agencies, etc. At the same time, each platform might be based in 

different countries or economic areas, and therefore might need to comply with different regulations. Therefore, each 

SCP platform might opt for different approaches in how it is internally managed, what is their external offering and 

which spacecraft operators they target, which will also determine the underlying technical solution and their value 

proposition. 

 

As introduced in the previous section, there are two main approaches for identity verification (IdV), which is the first 

step when joining a STC platform: it can either be delegated into an external Certification Authority (or group of 

them), or each STC platform can perform their own IdV. There are approaches that lie in between these two options. 
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A Centralized Identity Provider is an idealistic vision of one organization responsible for validation, registration, and 

approval of spacecraft operators while connecting to a network. Such an approach is easy to implement with 

established technologies for Identity and Access Management (like Microsoft Entra ID, Okta Auth0). Unfortunately, 

for cross-border industries, it is very hard to agree for everyone to have one central organization recognized by every 

party. If challenged by at least one big partner, then it breaks apart into a silo approach. Moreover, centralized 

organizations tend to be slow with big bureaucratic overhead, which makes it unusable during conjunction 

coordination event with no time to spare. Either certification is done ahead of time, or a “leap of faith” is done going 

over this official process. It is difficult to imagine an entity non-dependent of the United Nations performing this role. 

 

On the other end, there is a completely decentralized model where each operator verifies the identity of other operators 

on their own. For example, SpaceX has started offering an API where neighboring operators can submit their own 

ephemerides for conjunction screening against the Starlink constellation [22]. These operators need to generate their 

own certificate that verifies their identity to SpaceX and would only be valid for this system. While the idea is to be 

more transparent and open with the space operators community, if many operators follow this path, it would become 

difficult to integrate each offering into each flight dynamics operational center. 

 

A midway solution would be to have several entities providing this identity verification. These entities could be 

external authorities (e.g., International Telecommunications Union), the state where the spacecraft is registered 

(Germany, Nigeria, India, etc.), the local space agency (ESA, NASA, ROSCOSMOS), a STC platform administrator, 

or another member of network. This concept is already implemented in public key infrastructure [23] by certification 

authorities (CA) in the Internet. CA is an entity that stores, signs, and issues digital certificates. Popular web browsers 

like Google Chrome, Mozilla Firefox or Microsoft Edge come with a list of supported CA that they trust. 

 

When these are external entities, we fall under the case of External Identity Providers. This concept is easy to 

implement with established technologies for Identity and Access Management. Each STC platform can define its own 

list of supported Identity Providers. IdP organizations that are closer to local markets can efficiently onboard local 

companies to the market. Fragmentation of trust is still possible if some organizations do not recognize all IdPs as 

valid. 

 

The last case is known as "朋友的朋友" or "Freundesfreund", which stands for "friends of a friend". This is a 

decentralized identity provider concept where a distributed network of trusted spacecraft operators or data providers 

self-approve new operators or data providers based on previously agreed set of rules. Any entity in the network can 

onboard a new entity to the network (see Figure 5). The new entity will be automatically recognized as trusted by all 

members of the network. In this concept, or governance model, every member has the same weight or power of 

decision in onboarding new members into the network. 

 

 

Figure 5. STC network showing the concept of "Friend of a friend". 
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If this weight is not equal, and thus not every member of the network can perform the onboarding, but only some can 

do it, the concept of a champion-based governance model arises. The entities that can onboard, or that have a higher 

weight in the network, are called champions. Champion organizations could be selected based on different criteria: 

membership age, number of satellites, data sharing transparency, ownership (civil vs commercial), etc.  

 

 

Figure 6. STC network diagram based on champion-based governance model. 

 

An operator willing to be part the STC network (“candidate”) might need the approval of these champions. There are 

different strategies to offload the task of identity verification to the network. There is the option that only a single 

champion approval is need get access to network. This is the concept of “friend of a friend” if any operator can act as 

a champion. 

 

But there are different possibilities here one we request that a quota is met to be part of the network. This is consensus-

based approval. One option is that a certain number of approvals from different champions is needed. If each operator 

(or champion if only some entities can do it) gets a reputation level, then the access is got once an operator gets the 

support of entities adding up to a certain reputation threshold. This reputation could be based on data sharing practices, 

antiquity, or constellation size, for example. 

A final topic arises when one considers that access to the network would probably need to be renewed. Certain 

maintenance and reviewing practices would need to be kept in place, to ensure access is still given to the appropriate 

entities. In the end, moderation is one of the areas where more work needs to be put to ensure a community keeps 

being useful to all its members. 

 

Finally, this is not a technological problem. There are existing technologies that could be explored for almost every 

described scenario. Blockchain has been proposed as part of SpaceDAO [24][25] and is also the backbone of 

cryptocurrencies like Ethereum [26], with its smart contract functionality that allows to run code within the network. 

In the domain of social media and social networks, the Word Wide Web Consortium (W3C) hosts a standard called 

ActivityPub [27], that serves as a protocol to exchange social network actions between agents in a decentralized 

manner, and that has been implemented by, for example, Mastodon (a microblogging platform) [28], Peertube (a social 

video hosting provider) [29] or Pixelfed (a social image sharing platform) [30]. All these interconnected platforms, 

each of them defined in their own way, can interact with each other and constitute the “Fediverse” [31][32]. 

 

 

5. NEXT STEPS & FINAL WORDS 

 

In this paper, different propositions of how a decentralized network of space traffic coordination platforms might look 

like have been explored. The purpose of the paper is to bring attention of how a future in which a diverse set of STC 

platforms might look like, since there is already a multitude set of these. Even if the number is currently small, 
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interoperation will most probably be required, and it is currently the vision of some of the bigger STC proponents of 

today, like the US Office of Space Commerce [20]. 

 

After an overview of what the authors understand of Space Traffic Coordination, and what the main requirements of 

a platform dedicated to it might be, the problem of identity verification of spacecraft operators for space traffic 

coordination is introduced. The idea is then developed into governance models of a space traffic coordination network, 

since the entities verifying the identity would probably also control the access to the network. Depending on how 

centralized or decentralized this verification is done, there are different possible models and concepts to follow, and 

that have also been put in place in other domains, like the Internet. Some ideas on how this could look like have been 

shown, bringing some benefits and disadvantages of each governance model.  

 

Distributed networks are beneficial when several entities want to remain in control of the information that pertains to 

them. It also allows for new entities to offer a different set of options without having to rely on the infrastructure set 

up by other entities. A different “client” to the network could be developed, allowing commercial entities like STM 

providers to compete with established, bringing innovation, providing new analysis methods, and pushing the 

boundaries of automation, while preserving transparent and open data sharing practices, which are the backbones 

required for space traffic coordination. 

 

Next steps include further developing the high-level concept here presented, as well as starting to investigate the 

technological solutions already mentioned that could enable these concepts.  

 

Finally, with this paper, the authors want to start a conversion amongst the community involved in space traffic 

management and coordination: satellite operators, SSA providers, SST sensor operators, researchers and analysts, 

space agencies and governmental bodies, from different geographical backgrounds and sizes, so a common vision can 

be achieved. Therefore, the authors would appreciate any feedback or ideas from the community to steer these efforts. 

At OKAPI:Orbits, the plan is to develop a technical prototype based on OKAPI:Astrolabe to demonstrate this vision 

in partnership with like-minded entities. 
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